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Supported features
The Macorva SSO integration supports Identity Provider (IDP)-initiated Authentication (SSO) Flow. 
This facilitates single-sign on initiated from withinOkta using OpenID Connect.

Requirements
• The organization must be con�gured within Macorva before Okta SSO can be enabled. Macorva 

does not currently support Okta provisioning. If you have not already done so, work with 
Macorva staff (support@macorva.com) to provision your organization.

• Add the Macorva application from the Okta Integration Network.
• Verify that your users’ email addresses are consistent with those provisioned in Macorva.
• Complete “Con�guration Steps” below.

Con�guration steps
Gather information from Okta

• In the Okta admin page, click on the Macorva application. Then navigate to the Sign On tab.
• Note the values of Client ID and Client secret (click the eye icon to toggle visibility).
• Click OpenID Provider Metadata. In the JSON document shown, �nd the key titled “issuer” and 

note the associated URL (example: https://my-company-name.okta.com).

Send the information to Macorva
• Provide the gathered information to your Macorva support representative or 

support@macorva.com. As a reminder, your request should include the following:
◦ Your Okta organization’s issuer URL
◦ The client ID associated with your Macorva application instance
◦ The client secret associated with your Macorva application instance

Macorva support will complete the remaining con�guration steps.

Notes
Macorva associates Okta users with Macorva users using a unique combination of the Okta 
organization and the user’s email address. Email addresses are required to use the Macorva SSO 
application.


